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Switching Servers for Mail Gateway (University-Wide Mail Security System) 
 

We have been using "Kaspersky Security for Linux Mail Server (KLMS)” as 
university-wide mail security system, which filters attached malware and limits 
number of spam mails. We are planning to switch servers for KLMS. Details are as 
follows: 

 
1. Date 

> Starting new servers: Friday, September 27, 2024 
> Stopping old servers: Thursday, October 10, 2024 

Depending on status of external mail servers, some servers may send 
mails through old servers even if we started new servers.  
 

2. Notice 
The mails of Nagoya University domain (nagoya-u.ac.jp) are affected. 
The mails of THERS domain (thers.ac.jp) are not affected.  
The new servers give same types of modifications on mail subject and 
headers when it detects malware or spam. Please check below page if 
you want to see detail.  
> About University-Wide Mail Gateway (Japanese only) 

http://www.icts.nagoya-u.ac.jp/nu-only/ja/services/nice/anti-spam.html 
To improve the reachability of judged mails and bounced mails, we add sender 
domain authentication to new servers. However, new servers don't block mails 
based on sender domain authentication. 
The mail gateway service will not stop by this switching.  

 
 

Inquiries:  
  Information System Operations Division,  
  ICT Services Department 
    Tel: (+Higashiyama 85) 4373 
    Email：hostmaster@nagoya-u.ac.jp 


